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Abstract— Internet of things is defined as the collection of 
networked objects, devices equipped with sensors, 
actuators and processors, capable of communicating with 
each other and making decisions on their own, that work 
together to serve a meaningful purpose. 
When a number of sensor nodes work together, they form 
wireless sensor network. The network constitute from these 
nodes is energy constrained as it is operated by the battery, 
memory constrained and limited with processing speed. So, 
the routing protocol needed for such type of network 
should be such that it can full fill the requirement of such 
type of network. According to the IETF working group 
RPL(routing protocol for low power and lossy network)  `is 
the best reliable and efficient protocol for wireless sensor 
network.. this paper present how the topology along with 
network size affect the performance metric of RPL. 
Contiki 3.0(Cooja simulator) provides four types of facility 
to form network topology i.e. random, linear, manual and 
elliptical/Ring[11] This paper represent the comparative 
analysis among Random, Linear, Ring and Tree topology 
also on the basis of performance metric. so that the overall 
design of the network can be improved. Cooja simulator is 
used to analyze the result and it is found that random 
topology provides better result in terms of packet delivery 
ratio .In Linear topology power consumption increases with 
network size. Rt-metric remains almost same for 10, 15 and 
20 node networks 
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I. INTRODUCTION 
In recent years wireless sensor becomes a part of our daily 
life. It can be used in detecting ambient conditions 
(temperature, sound, light etc.), Distributed computing 
(weather prediction, forest fire etc.), fault detection and 
diagnosis (huge structure, machinery etc.), health care and 
defense operation. It will become more popular when 5G 
and 6G come into existence. Currently the internet involves 
the process of connecting machines, software and things in 
our surroundings. 
Although wireless sensor network has the following 
characteristics i.e. Self-Adapting, Self-Configuring, 
Dynamic and Unique Identity etc. but the main issue with 
sensor network is power supply as sensors operates with 
battery that has limited life time and it is not a simple task 

or almost impossible to replace the battery. As the more 
wireless devices will connect in to the wireless sensor 
network, energy consumption will increases that destroy 
the network efficiency due to die out of the sensor nodes. 
[1] 

There is another challenge with wireless sensor 
network i.e. processing speed, low data rate and 
bandwidth. Although various routing protocol designed by 
the various researcher for wsn like, that are classified as  
fixed –allocation, demand –based and contention based,[2] 
but unable to full fill all the requirement of wireless sensor 
network. RPL is find suitable routing protocol for low 
power and lossy network. It supports 802.15.4, ZigBee and 
Bluetooth along with support IPV6 that gives the facility 
to connecting a large number of wireless devices in the 
wsn.  

II. Overview of RPL Protocol 

RPL is a standard Routing Protocol for low power and 
lossy networks, is the De facto Routing Protocol for the 
internet of things. This  Protocol work on IP version 6. It 
would be represented in 128 bit[5]. RPL has contributed to 
the advancement of communication in the world of tiny, 
embedded networking devices by providing, along with 
other standard like ZigBee, Bluetooth and IEEE802.15.4. 
IETF consider the RPL as the standard Routing Protocol for 
Low Power and Lossy Network [8]and this protocol based 
on Tree like structure. The network topology organizes by 
RPL in the form of Destination Oriented Graph (DAG) and 
this graph is made from two or more Destination Oriented 
Directed Acyclic Graph (DODAG). 

 
III. Characteristics of RPL 

There are various characteristics in RPL which make it 
more efficient and suitable routing protocol than other 
protocol made for wireless sensor network. 

A. Capability to optimize and save energy 

To save the energy to make DODAG which avoid 
looping and several metrics and constraint aware for saving 
energy 

B. Capability to support traffic pattern other than unicast 
communication 

It is capable to support three types of traffic pattern (i) 
Point to point (ii) multipoint to point (iii) point to 
multipoint[7].   



 
 

C. Capability to run over link layer with restricted frame 
size  

Due to limited in Power source, able to add up the frame 
size for  incoming data packets. 

D. RPL build a DODAG 

RPL creates different path to the different node. This path 
based on objective function firs one is objective function 
zero(OF0), based on the number of  hops and another one 
is minimum rank hysteresis objective function (ETX), 
based on ETX(expected number of  retransmission).this 
makes the path more reliable. 

 
IV. RPL Topology 

Network topology is used to connect sensor nodes in order 
to communicate information. Parameters that decides the 
quality of service of a network depends of implemented 
network topologies. Tree, Star , Mesh, Ring and Linear/ 
Grid and Random topology generally used in wireless 
sensor network[6]. each network topology has plays a 
significant role in different application field. some 
topologies are described below: 

A. Tree Topology 
This topology makes tree like structure .root node or sink 
node  placed at the top and connected to parent node. 
Parent node connected to the child node. In RPL selection 
of parent node and child node depends upon the rank of the 
node from the root node. rank of the root node is 0 whereas 
parent node has the rank greater than root node but less 
than child node. 

B. Star Topology 

In this topology a single central node act as a root node 
and all other nodes are connected to it by single hop. It is a 
type of fully connected network. 

C. Mesh Topology 

Apart from transmitting its own data, each node act as a 
relay node for other nodes in this topology.in fully 
connected mesh topology each node is connected to other 
node where in partial connected mesh network, every node 
is not interconnect to other node. 

D.Ring Topology  

In Ring topology all nodes are connected to neighboring 
node in one direction including delay of n-1, where n is the 
number of nodes. In double ring network each node is 
connected to its immediate nodes as well as node with 
distance of two hops. It is fully connected point to point 
network. 

E. Linear/ Grid Topology 

In this topology each node is connected to its neighboring 
node in sequential chain manner. It can be grid type or bus 
type. 

F. Random Topology 

Sensor nodes deployed in an unplanned manner, the 
topology is called Random topology. 

 
V. RPL Node Metric and Link Metric 
Low power and lossy network use node –metric and link 
metric like other traditional network.[3] 
Node Metric: Node state attributes Hop count and energy.. 
Link Metric: ETX, latency, throughput  
Node metric and Link metric used to form and maintain the 
routes from source node to sink node by using objective 
function[10] i.e objective function zero(OF0) and minimum 
rank hysteresis objective function(MRHOF). OF0 use Hop 
count as metric, that is based on the rank of  nodes [9] 
where as MRHOF uses ETX(expected retransmission) as 
metric[4]. Latency, throughput, Energy can also be taken as 
one of the metric of MRHOF. 
A. Hop count 
It represents the distance from sink node of source node. 
The rank of sink node is zero and as the distance of other 
nodes increases from sink node, its rank will increase thus 
in any DODAG the rank of parent node is always greater 
than the child node. In this manner route is formed in 
which node with lesser rank will act as parent node and 
send the information packets to the sink node coming from 
the child node. 

B. ETX 

It is the number of retransmission of packets by any source 
node to the sink node. If the value of ETX Increases it may 
be possible that the packet loss rate at that route is high 
even there is only single hop. For example if there are 3 
intermediate link and the value of ETX is also 3 then the 
packet delivery ratio(measure of packet loss rate) will be 
100% and if there are 3 intermediate link(hops), and the 
ETX value is 6  value of PDR (packet delivery ratio)will be 
50% and if the ETX value is 12 then PDR will be 25%. 

VI. Performance Metric of RPL 

There are various parameters that decides the performance 
of RPL. 
Packet Delivery Ratio (PDR) 
The PDR can be described as the ratio of data packets that 
are actually received at the receiver end to those which 
were originally sent by sender. So, in other terms, it can 
also be defined as  
PDR= Ri/Si  
Where, Ri - number of packets received by the sink node, 
 
 Si – number of packets actually sent by the source or 

sender node. 



 
 

 

A. Average power consumption 

Power consumption is one of the most important parameter 
as the wireless sensor network is energy constraint. There 
are four mode in which power is consumed i. e normal 
operation of a CPU, low power mode, listen mode and 
transmission mode. 
𝑃𝑡𝑜𝑡𝑎𝑙= 𝑃𝑐𝑝𝑢 + 𝑃𝑙𝑝𝑚 + 𝑃𝑙𝑖𝑠𝑡𝑒𝑛 + 𝑃𝑡𝑥 

B. Rt-Metric 

It provides the path cost for a given path. It calculates the 
path cost on behalf of total number of hops, speed, latency, 
packet loss etc. by taken as input 
 

Table 1: Simulation Parameters 

 

 
Fig.1: Average power consumption for different network 

topology and scalability 

 
 

Fig.2: Packet delivery ratio for different network topology 
and scalability 

 

 
Fig.3: Routing metric for different network topology and 

scalability 
 

VII. CONCLUSIONS 

It is concluded that Random topology shows the best 
performance  for 5 to 20 network size whereas Linear and 
Tree topology not suitable for 20 and above sensor node 
network in terms of packet delivery ratio. linear topology 
uses lesser power consumption whereas Random topology 
shows better performance in terms of packet delivery ratio. 
Linear topology shows increasing value of Rt-metric 
with network size. 
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Objective Function OF0, MRHOF 

Tx ratio 100% 

Rx ratio 100% 

Transmission range  100 

Interference range  50 

Mote start up delay  1000 sec 

Topologies Random, Linear, 

Tree, Ring 
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