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

Abstract—This  document  describes  the  evolution  and
application  of  Pattern  Error  Correction  in  cooperation  with
Cyclic Redundancy Check principle, that is based on estimation
of the possible error, that might happen during the transmission
of the data, especially video stream transmission.

Index  Terms—FedCSIS,  Pattern  Error  Correction,  Cyclic
Redundancy Check.

I. INTRODUCTION

HIS document is an overview about the theory on which
the Pattern Error Correction is being based. I have got

an idea, that can help us in reconstruction of the data being
transmitted  through  the  network,  just  by  using  a  Pattern
Error  Correction.  What  does  it  mean  a  Pattern  Error
Correction? A Pattern, in this case, is a codeword that is 1
byte  long  and  its  purpose  is  error  estimation.  It  can  be
composed of zeroes and ones. If we consider, that maximally
4 errors in terms of bits happened, what is a half of the 1-
byte set that the data were divided into, we should be able to
get quite a high probability of getting uncorrupted data at the
end of the transmission. 

T

A. Description of The Idea

I thought like, what happens if we divide a group of bytes
of the data received by a device into a 1-byte long segments
and on each  byte  we apply an algorithm of Pattern  Error
Correction.

Firts of all, we need to compute CRC before sending the
data through the network towards the receivers end device,
where the CRC is being computed, too. If we try to correct
the data by a Pattern, that is being set up combinatorically,
we can try to compute the CRC at the receivers site again
after adding this Pattern to a codeword and repeat until CRC
is fine. 
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The Pattern is being set up in the following way. In case,
where  we  consider,  that  only  one  error  in  terms  of  bits
happened, we will use all combinations of one '1' digit and
seven '0'  digits  throughout  1-byte  long set  of  segments of
received data. Let's demonstrate it in the following example
of the Pattern:

1 0 0 0 0 0 0 0
0 1 0 0 0 0 0 0
0 0 1 0 0 0 0 0
0 0 0 1 0 0 0 0
0 0 0 0 1 0 0 0
0 0 0 0 0 1 0 0
0 0 0 0 0 0 1 0
0 0 0 0 0 0 0 1

In case of 2 errors, we can use Patterns like this:
    1 1 0 0 0 0 0 0

1 0 1 0 0 0 0 0
               .
               .
               .
    0 0 0 0 0 0 1 1
In case of 3 errors, we will use Patterns from this set:

1 1 1 0 0 0 0 0
1 1 0 1 0 0 0 0

                .
                .
                .
    0 0 0 0 0 1 1 1,
and in case of four errors, we are able to use Patterns as:

1 1 1 1 0 0 0 0
1 1 1 0 1 0 0 0

                .
                .

1 0 1 0 1 1 0 0
                .
    0 0 0 0 1 1 1 1. 
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We assume, that a higher portion af all possible errors should
be eliminated in this way.

II. Analysis of PEC with CRC
1.

For the purposes of analysis, we used a program created in
C++, where we simmulated the whole process. This program
contained  a  simmulation  of  CRC algorithm and  a  Pattern
generator algorithm.

First of all,  we converted hexadecimal data from a bitmap
picture into binary. At the level of binary data we applied a
random  error  from  the  generator  without  knowing  what
exactly the error vector was. Afterwards we wanted to know
if we are able to discover what pattern to use in order  to
estimate  the  error  and  correct  the  image.  In  this  case  we
know, that the error that happened will be estimated for sure,
but it would be good to try it on real data transmission and
especially on video stream. If we for instance compare this
algorithm  to  Forward  Error  Correction  codes,  and  for
example Hamming Codes, where we are able to correct only
up to t=(n-k)/2 errors, where if we have like 4-bits error code
and  8-bits  codeword,  we  would  not  be  able  to  correct
anyway.  In this case,  we also do not need the encoder in
terms of FEC, we just need a CRC algorithm at the senders
site and CRC algorithm at the receivers site.
The basics of the algorithm can be written as follows:

check(CRC);
if (CRC match)

continue to following octet;
else
{
    while(CRC do not match)

{
optimise(DATA);

}
}
During the proces  of optimation the estimated errors from
the  error  generator  are  being  valuated  towards  the  CRC
match.
The advantage is, that if not more than 4 errors happen, we
are always able to find the error pattern towards the CRC
check to be ok.

Picture 1.

As we can see at the picture number 1, the whole proces is
being cyclic with feedback. 
In this case we do not expect, that more than 4 errors occure,
but it would be very usefull to test it in real environment on
lets say video streaming.

III. IMPLEMENTATION

The possible implementation could be made on Raspberry
Pi,  using  linux  distribution,  where  the  whole  algorithm
should be applied. The main advantage is, that all datagrams
on at the transport layer are using CRC, so we do not need an
encoding algorithm at the beginning of the transmission. We
just need a CRC and a Pattern Error Correction algorithm.
So  there  is  no  need  to  change  the  architecture  of  the
communication  protocols  at  the  senders  site,  just  at  the
receivers site. In case, we do not find the correct pattern, we
can apply the last  found,  because  in  this  case it  does  not
matter anymore. 

IV. POSSIBLE APPLICATION

The possible application of this algoritgm is a Cable TV
provider,  where  we  can  also  test  the  efectivity  in  real
environmnet. I geuss, it is easier to implement this kind of
Pattern  Error  Correction  than  Forward  Error  Correction,
because in Forward Error Correction case we need to adjust
also the senders and receivers sites protocols sets. 

V. CONCLUSION

   I have gained this idea and I wanted to share my thoughts
with academic world,  because  I  think even if it  is  not  an
enhancement, it can be a new point of view on the topic of
Backward Error  Correction and the article can be helpful,
even  though  it  was  not  tested  in  the  real  environmnet.
Hopefully, somebody can get inspired by the idea and it can
be  a  topic  for  the  further  research  in  the  field  of
communication and decoding techniques.
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