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The challenges and advantages of 5G in protection of critical infrastructure,

Cyber security in context of terrorism, threats and solutions,

Artificial intelligence (Al) in protection of critical infrastructure,

Cyber security and critical infrastructure in general (transport, energy, health, etc.),
Detection, evaluation, neutralisation and investigation of rogue drones,

State- sponsored operations in cyber attacks on critial infrastructure,

Vulnerability disclosure, ’

The role of international organisations, states and non-state actors’in crltlcal mfrastructure,
Cross-border dependencies in critical infrastructure,

Norms and standards to enhance security of crltlcal |nfrastrucﬂre //\»
Situatuational awareness and security metrlcs y 0
Investigation and digital forensics, A\ —
New technologies for protection of c/g_tlcal mfras uctur ‘
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