
PrivateNLP 
Privacy and Natural Language Processing 

Colocated with WSDM 2020 
 

February 7, 2020 
Houston, Texas, USA 
 
Topics of interest include but are not limited to: 
§ Generating privacy preserving test sets 
§ Inference and identification attacks 
§ Generating Differentially private derived data 
§ NLP, privacy and regulatory compliance 
§ Private Generative Adverserial Networks 
§ Privacy in Active Learning and Crowdsourcing 
§ Privacy and Federated Learning in NLP 
§ User perceptions on privatized personal data 
§ Auditing provenance in language models  
§ Continual learning under privacy constraints 
§ NLP and summarization of privacy policies 
§ Ethical ramifications of AI/NLP for usable privacy 

Call for papers available at 
sites.google.com/view/wsdm-privatenlp-2020 

 

Important dates 
November 30, 2019 
Abstract deadline 
December 7, 2019 
Submission deadline 
December 27, 2019 
Acceptance notification 
January 10, 2020 
Camera ready version 
 

Organizers 
Oluwaseyi Feyisetan 
Amazon, USA 
Sepideh Ghanavati 
University of Maine, USA 
Oleg Rokhlenko 
Amazon, USA 
Patricia Thaine 
University of Toronto, Canada 
 



 


